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Notice 

Use of the technologies described in this specification may infringe patents, copyrights or other intellectual property rights 
of FIPA Members and non-members. Nothing in this specification should be construed as granting permission to use any 
of the technologies described. Anyone planning to make use of technology covered by the intellectual property rights of 
others should first obtain permission from the holder(s) of the rights. FIPA strongly encourages anyone implementing  any 
part of this specification to determine first whether part(s) sought to be implemented are covered by the intellectual 
property of others, and, if so, to obtain appropriate licenses or other permission from the holder(s) of such intellectual 
property prior to implementation. This specification is subject to change without notice. Neither FIPA nor any of its 
Members accept any responsibility whatsoever for damages or liability, direct or consequential, which may result from the 
use of this specification. 
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Foreword 

The Foundation for Intelligent Physical Agents (FIPA) is an international organization that is dedicated to promoting the 
industry of intelligent agents by openly developing specifications supporting interoperability among agents and agent-
based applications. This occurs through open collaboration among its member organizations, which are companies and 
universities that are active in the field of agents. FIPA makes the results of its activities available to all interested parties 
and intends to contribute its results to the appropriate formal standards bodies.  

The members of FIPA are individually and collectively committed to open competition in the development of agent-based 
applications, services and equipment. Membership in FIPA is open to any corporation and individual firm, partnership, 
governmental body or international organization without restriction. In particular, members are not bound to implement or 
use specific agent-based standards, recommendations and FIPA specifications by virtue of their participation in FIPA.  

The FIPA specifications are developed through direct involvement of the FIPA membership. The status of a specification 
can be either Preliminary, Experimental, Standard, Deprecated or Obsolete. More detail about the process of specification 
may be found in the FIPA Procedures for Technical Work. A complete overview of the FIPA specifications and their 
current status may be found in the FIPA List of Specifications. A list of terms and abbreviations used in the FIPA 
specifications may be found in the FIPA Glossary. 

FIPA is a non-profit association registered in Geneva, Switzerland. As of January 2000, the 56 members of FIPA 
represented 17 countries worldwide. Further information about FIPA as an organization, membership information, FIPA 
specifications and upcoming meetings may be found at http://www.fipa.org/. 
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1 Scope 
This document provides a specification which deals with technologies enabling the integration of services provided by non-
agent software into a multi-agent community. It defines in general the relationship between agents and software systems. 
 
The purpose of this specification is twofold: it allows agents to describe, broker and negotiate over software systems,  and 
it allows new software services to be dynamically introduced into an agent community. This specification defines a 
reference model, identifies agent roles (for example, broker, client, etc.) and the messages/actions which define each of 
these roles. It builds upon [FIPA00061] and [FIPA00023]. 
 
This specification operates at the agent communication level and does not define any mappings to specific software 
architectures; such mappings are considered outside the scope of FIPA.  
 
This specification enables developers to build: 
 
• Wrappers for software services which are to be utilised and/or controlled by a community of agents ("public services"), 
 
• Agents which provide the Agent Resource Broker (ARB) service to allow registration in a query repository and 

management of such software services, and, 
 
• Agents ready to access such public services. 
 
It is also intended to be used in the future by third-party developers wishing to implement new software systems ready to 
be used by FIPA-compliant agents.  
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2 Overview 
In most significant applications, agents may have a need to obtain a service by other entities in the system. Sometimes, 
such services could be provided by other agents. However, there are and in the future there will continue to be a wealth of 
non-agent software systems which provide useful services. If agents are to be truly useful they must be able to interface 
with and control existing software system such as databases, web-browsers, set-top boxes, speech synthesis programs 
and so forth. 
 
This specification defines how software resources can be described, shared and dynamically controlled in an agent 
community. Software systems are characterised by software descriptions which define the nature of the software system 
and how to connect to it. The rationale behind this specification is to allow agents to openly share and trade software 
resources with each other. Allowing agents to communicate about software resources, means agents can inform each 
other about the existence of new software resources and thereby facilitate the dynamic inclusion and management of new 
software systems. This provides agents with a method by which they can dynamically acquire new capabilities. 
 
FIPA concerns itself with how agents can connect to and control external software systems, that is systems which are 
external to and independent of an agents execution context. By way of contrast, internal attachment to software, where 
the software is included in an agents execution context is not considered in FIPA  as it would require assumptions to be 
made about the internal implementation of agents. 
 
Software systems come in all shapes and sizes. Many different types of interfaces are possible each with their own 
particular networking protocol, strengths and weaknesses. Furthermore, there are a number of emerging distribution 
technologies such as CORBA, DCOM and Java-RMI which are creating (competing) standards for the integration of 
software systems and resources. To simplify this situation and to provide the freedom to agent-programmers, this 
specification does not mandate the use of any particular API or distribution technology, rather it treats software integration 
at the agent-communication level. That is in terms of the types and contents of messages exchanged between agents. To 
support this, two new agent roles have been identified (see Figure 1): 
  
• An Agent Resource Broker (ARB) agent brokers a set of software descriptions to interested agents. Clients query it 

about what software services are available. 
 
• A Wrapper agent allows an agent to connect to a software system uniquely identified by a software description. 

Client agents can relay commands to the Wrapper agent and have them invoked on the underlying software system. 
The role provided by the Wrapper agent provides a single generic way for agents to interact with software systems. 

 

ARB

Client
Agent

Wrapper
Agent

Software
System

query

invoke

Outside Scope
of FIPA

 
 

Figure 1: General Agent Software Integration Scenario 
 

In this document we refer to ARB and Wrapper agents. However, these are defined as agent capabilities rather than 
explicit agent types (see Figure 2). Each capability is defined by an ontology (defining the syntax and semantics of a set 
of actions and predicates) which are supported by an agent fulfilling the corresponding ARB or Wrapper role1. 

                                                 
1 This specification is only concerned with the interactions between agents. How a Wrapper agent actually connects to and invokes operations 
on a software system is the responsibility of individual Wrapper agent developers. Wrapper agents can be specific in that they only support 
specific types of software systems, or they may be able to support connections to a number of different software system types. 
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Figure 2: Layered Model for a Wrapper 
 
Figure 3 shows three examples of possible Wrapper Agents. The top Wrapper agent provides a dedicated mapping to a 
legacy database over, for example say, the TCP/IP protocol. The top Wrapper agent will set-up a connection to the legacy 
database and will translate invocation requests from the client agent into operations on the legacy database. The bottom 
Wrapper agent provides a mapping to the application-level HTTP protocol, enabling the client agent to access internet 
resources from web-servers. Finally, the middle Wrapper agent provides a mapping to a CORBA standard Object Request 
Broker (ORB) allowing the client agent to manipulate an SQL database over an ORB bus. This Wrapper agent could be 
specialised to accessing just SQL databases using CORBA ORBs or it could be a more general Wrapper agent which 
supports dynamic connection to any system which has been registered with the ORB’s Implementation Repository. 
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Figure 3: Example Scenario for Wrapper Agents and Software Systems 
 
This specification provides details about how to find and interface with software systems in a manner which is FIPA-
compliant. 
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3 Agent Software Integration Reference Model 
The agent software integration reference model extends the entities defined in [FIPA00023] to include two new agent roles 
(see Figure 4): 
 

Agent1

Software4
DF

Software3

Agent2
Agenti
(ARB)

Agent j
(Wrapper)

Agent k
(Using

Software1)

Software1 Software2

MTS

ACL

 
 

Figure 4: Agent Software Integration Reference Model 
 
• The ARB agent (Agent i in Figure 4) is an agent which supports the ARB capability as defined in this specification. An 

ARB agent brokers a set of software descriptions to interested client agents and an ARB advertises this service by 
registering with the DF. 
 
Software services are described by textual software descriptions which list the properties of the software service. Part 
of the software description will describe where the software is located and how to interface with it (for example, 
networking protocols, encoding types supported). An agent providing the ARB interface supports the FIPA-ARB 
ontology (see section 4, Agent Resource Broker Ontology) with commands and predicates for registering and 
searching for software services.  

 
• The Wrapper agent (Agent j in the figure) is an agent which can dynamically interface with a software system uniquely 

described by a software description. The Wrapper agent will allow client agents to invoke commands on the 
underlying software system, translating the commands contained in ACL messages into operations on the underlying 
software system. Wrapper agents may be able to support multiple connections to software systems simultaneously2. 

 
A Wrapper agent supports the FIPA-Wrapper ontology (see section 4, Agent Resource Broker Ontology) with 
commands and predicates for initialising and issuing requests to software systems. 

 
How a Wrapper agent is implemented and what interface exists between the Wrapper agent and the underlying 
software system that provides the software service is a matter for Wrapper developers and third-party tool support 
vendors. 

 
A key point to remember is that Wrapper agents have the ability to dynamically manage new software devices. This is 
the conceptual difference between a Wrapper agent and an agent which upgrades a software service to being an 
agent-level service. This difference will of course be reflected in the DF. To illustrate the point consider two agents: 
The first agent has the capability to send and receive email and accordingly it will advertise this service in its DF 
entry. The second agent has the capability of connecting to an email service, it is a Wrapper agent and will accept a 
description of the software service required (in this case the location of the mail host and the networking protocol to 
use). The first agent will allow a client to send and receive email since it has a static connection to a given email 
server. The second agent will allow an agent to dynamically connect to a remote email service identified by a software 
description. 

 

                                                 
2 A Wrapper agent which supports the full FIPA-Wrapper ontology is considered to provide more than a simple bridging function to an external 
software system. Such an agent implicitly provides a management functionality. 
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Client Agents (Agent-k in Figure 4) are agents which wish to use the services provided by a software system, for example 
Software1. They can query the DF in order to find out if an agent exists which provides an ARB service in the agent 
domain. Next they can query the ARB agent to see if there is a software system (identified by a software description) 
which meets its requirements (Software1). If Agentk cannot interface directly with the software system  identified by the 
software description returned by the ARB (Software1), then it must obtain the services of an agent that can (a Wrapper 
agent). Agentk queries the DF to find out if there is an agent which supports the Wrapper capability for the specific 
software system which the software description identifies. In this example, the DF returns Agent j in response to the query. 
Agentk then contacts Agent j (the Wrapper agent) to initiate control of Software1. The Wrapper agent (Agent j) will then 
invoke operations on the underlying software system in response to requests sent to it by Agentk. 
 
Some agents (Agent2 in Figure 4) can directly interface to software systems (Software3) and thus do not need work 
through a Wrapper agent. Such capabilities are outside the scope of this specification. It should be noted, that Agent2 
could have obtained the address of Software3 from the ARB agent. 
 
Other agents (Agent1 in Figure 4) can embed private software within their execution context. This is outside the scope of 
this specification. 
 
The following is a summary of steps necessary to support the reference model: 
 
1. Agent i registers with the DF. It advertises the fact that it provides an ARB service by providing a service description 

with fipa-arb as the value of the the :type parameter. 
 
2. Agent j registers with the DF. It advertises the fact that it provides a Wrapper service by providing a service description 

with fipa-wrapper as the value of the :type parameter. 
 
3. Agentk queries the DF for an agent which provides an ARB service. The DF returns the name of Agent i as satisfying 

the query. 
 
4. Agentk queries the Agent i for a software system which matches some specific requirements, for example a Group3 

fax-server. Agent i returns a software description which uniquely identifies a specific software service. 
 
5. Agentk queries the DF for an agent which can provide a Wrapper service to a Group3 fax-server. The DF returns the 

name of Agent j as satisfying the query. 
 
6. Agentk requests that Agent j initialise a connection to the Group3 fax server identified by the service description (from 

step 4). 
 
7. Agentk requests that Agent j invoke a certain operation on the Group3 fax server. 
 
8. Agentk requests that Agent j close the connection to the Group3 fax server. 
 

3.1 Agent Resource Broker 
The Agent Resource Broker (ARB) is a special service that can be provided by an agent. Every agent in the domain is 
allowed to support this service, however it is mandatory that every agent platform which wants to support FIPA-compliant 
software sharing must have at least one agent that provides this ARB service. This service must be registered with the DF 
in order to be advertised in the agent domain. 
 
Every ARB agent is able to understand the FIPA-ARB ontology as specified in section 4, Agent Resource Broker 
Ontology. Therefore, in order to find an agent which provides ARB service, agents must query the Directory Facilitator 
(DF), whose address is by default known by all agents in the domain. 
 
An agent which offers the ARB service wishes to broker a set of software services for direct use by other agents. However, 
an ARB may not wish to simply hand over a software description in response to a query from an interested agent. It may 
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wish to negotiate over the terms and conditions of use of the software system, request authorisation or even provide 
permanent or evaluation keys for use with the software system. Such negotiation is application-dependent. 
 

3.1.1 Conformance of an Agent Resource Broker 

A FIPA-compliant ARB agent must at least: 
 
• Register the ARB service description with the DF with fipa-arb as the :type and FIPA-ARB as the :ontology, 
 
• Implement the actions described in the FIPA-ARB ontology according to the behaviour and parameters specified in 

section 4, Agent Resource Broker Ontology, 
 
• Implement and assert the predicates described in the FIPA-ARB ontology according to the semantics specified in 

section 4.3, Predicates, 
 
• Create and store registration predicates in response to a successful register-software action, 
 
• Understand the request [FIPA00037] communicative act to request the execution of one of the ARB actions; 
 
• Understand the query-if [FIPA00037] and query-ref [FIPA00037] communicative acts to query its knowledge 

by using the query predicate; 
 
• Implement the FIPA-Request [FIPA00026] and FIPA-Query [FIPA00027] interaction protocols, and, 
 
• Implement the not-understood [FIPA00037], agree [FIPA00037], refuse [FIPA00037], failure [FIPA000437] 

and inform  [FIPA00037] communicative acts in order to respond to requests and queries according to the FIPA-
Request and FIPA-Query interaction protocols. 

 
Even if these requirements guarantee FIPA compliance, of course they are not sufficient to guarantee the usefulness of  
the ARB agent to the agent domain. 
 

3.2 Wrapper Service 
Wrapper services are provided by agents. The Wrapper service allows an agent to: 
 
• Request a dynamic connection to a software, 
 
• Invoke operations on the software system, 
 
• To be informed of the results of operations, 
 
• To query the properties of the software system, 
 
• Set the parameters of a software system, 
 
• Subscribe to events of the software system, 
 
• Manage the state of the service, and, 
 
• Terminate the service. 
 
An agent can request of an agent which provides a Wrapper service to dynamically connect to a software system uniquely 
identified by a software service description. The ARB service supports the sharing and brokering of such software 
descriptions. 
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An agent providing a Wrapper service (the Wrapper agent) can be specific to a type of software system (specifically it 
commits to a given software system ontology). In addition, a Wrapper can be specific about the types of connection and  
communication protocols it can support when interfacing with a software system, for example, HTTP, SMTP, etc. This 
allows client agents who wish to use the services of a Wrapper agent to discriminate between Wrapper agents on the 
basis of both the software systems supported and the types of connections supported. 
 
Wrapper agents may be able to support multiple software types and multiple service instances simultaneously. In order to 
allow a Wrapper agents to distinguish between concurrent services, Wrapper agents will return a :service-instance-
id to the client agent on the successful completion of an init action. Most of the actions supported by the FIPA-
Wrapper ontology require the inclusion of this :service-instance-id. 
 
A Wrapper agent has freedom on how it chooses to "wrap" a software system. The most basic integration scenario would 
model a software system simply as a collection of operations which can be performed on the software system. 
 
A more sophisticated Wrapper agent can divide the operations into three general categories. Specific actions and 
predicates have been included in the FIPA-Wrapper ontology to reflect and support this distinction, that is, to provide 
Wrapper agents with the necessary vocabulary to support such distinctions should Wrapper agent-designers wish to 
support them. The three categories are: 
 
1. Event Notification 

The software system asynchronously notifies every agent subscribed to an event when that specific event occurs. The 
actions software-subscribe and software-unsubscribe actions support this activity. The subscribed 
predicate supports the querying to which events an agent is subscribed. 
 

2. Sensing Functions 
The agent can require to the wrapper to be informed of the result of a function call  which does not change the state of 
the environment and of the software system itself. The query-ref and query-if communicative acts and the 
parameter predicate support this activity. 

 
3. Effecting Actions 

The agent can require the Wrapper agent to perform an action. The invoke action supports this function for domain-
dependent operations. The achieve action provides a generic way to set the parameters of a software service.  

 
Such a categorisation allows the interfaces to different software systems to be treated in a generic component-based 
manner. There is a generic method for discovering what event types, parameters and operations are supported using the 
query-ref and query-if communicative acts in conjunction with the predicates supported by the FIPA-Wrapper 
ontology. The actions of the FIPA-Wrapper ontology provide a single generic way to subscribe to and unsubscribe from 
events, to modify parameters and to invoke operations.  
 
As mentioned already, a Wrapper agent does not have to provide such a component-based interface to a software 
system. 
 

3.2.1 Conformance of a Wrapper Service 

A FIPA-compliant Wrapper agent must: 
 
• Register the Wrapper service description with the DF with fipa-wrapper as the :type and FIPA-Wrapper as 

the :ontology, 
 
• Implement the actions described in the FIPA-Wrapper ontology according to the behaviour and parameters 

specified in section 5, Wrapper Ontology, 
 
• Implement and assert the predicates described in the FIPA-Wrapper ontology according to the semantics specified 

in section 5.3, Predicates, 
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• Understand the request communicative act to request the execution of one of these Wrapper actions, 
 
• Understand the query-if and query-ref communicative acts to query its asserted predicates by using the 

FIPA-Wrapper predicates, 
 
• Implement the FIPA-Request and FIPA-query interaction protocols, and, 
 
• Implement the not-understood, agree, refuse, failure, inform communicative acts in order to respond to requests and 

queries according to the FIPA-request and FIPA-Query interaction protocols. 
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4 Agent Resource Broker Ontology 

4.1 Object Descriptions 
This section describes a set of frames, that represent the classes of objects in the domain of discourse within the 
framework of the FIPA-ARB  ontology. 
 
The following terms are used to describe the objects of the domain: 
 
• Frame. This is the mandatory name of this entity, that must be used to represent each instance of this class. 
 
• Ontology. This is the name of the ontology, whose domain of discourse includes the parameters described in the 

table. 
 
• Parameter. This is the mandatory name of a parameter of this frame.  
 
• Description. This is a natural language description of the semantics of each parameter. 
 
• Presence. This indicates whether each parameter is mandatory or optional. 
 
• Type. This is the type of the values of the parameter: Integer, Word, String, URL, Term, Set or Sequence. 
 
• Reserved Values. This is a list of FIPA-defined constants that can assume values for this parameter. 
 

4.1.1 Service Description  

This type of object represents the description of each service registered with the DF. 
 
Frame 
Ontology 

service-description 
FIPA-ARB 

Parameter Description Presence Type Reserved Values 
name The name of the service. Mandatory String  
type The type of the service. Mandatory String fipa-arb 

fipa-wrapper 
ontology A list of ontologies supported by 

the service. 
Optional Set of String FIPA-ARB 

FIPA-Wrapper 
protocol A list of interaction protocols 

supported by the service. 
Optional Set of String  

properties A list of properties that 
discriminate the service. 

Optional Set of property  

communication-
properties 

A list of communication methods 
of the service. 

Mandatory Set of 
communication-
properties 
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4.1.2 Communication Properties 

This object represents the generic, service-independent properties which describe how to connect to the service3. 
Communication properties are independent of any given communication protocol and they should be complete and provide 
the minimum information required for an agent to successfully connect directly to a software system. 
 
Frame 
Ontology 

communication-properties 
FIPA-ARB 

Parameter Description Presence Type Reserved Values 
net-protocol The network protocol of the 

service. 
Mandatory String IIOP 

SMTP 
HTTP 

address The transport address of the 
service. 

Mandatory URL  

message-body-
format 

The format of the message body. Mandatory String FIPA-String-ACL 

message-body-
encoding 

The encoding of the message 
body. 

Mandatory String See [ISO2022] 

 

4.2 Function Descriptions 
The following tables define usage and semantics of the functions that are part of the FIPA-ARB ontology and that are 
supported by the ARB service. 
 
The following terms are used to describe the functions of the FIPA-ARB domain: 
 
• Function. This is the symbol that identifies the function in the ontology. 
 
• Ontology. This is the name of the ontology, whose domain of discourse includes the function described in the table. 
 
• Supported by. This is the type of agent that supports this function.  
 
• Description. This is a natural language description of the semantics of the function. 
 
• Domain. This indicates the domain over which the function is defined. The arguments passed to the function must 

belong to the set identified by the domain. 
 
• Range. This indicates the range to which the function maps the symbols of the domain. The result of the function is a 

symbol belonging to the set identified by the range. 
 
• Arity. This indicates the number of arguments that a function takes. If a function can take an arbitrary number of 

arguments, then its arity is undefined. 
 

                                                 
3 It is not mandatory to return all of the communication properties in response to a query. These could be withheld by the ARB pending a 
successful  negotiation over terms and conditions of the service. 
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4.2.1 Registration of a Software Object 

Function register 
Ontology FIPA-ARB 
Supported by ARB 
Description The execution of this function has the effect of registering a new software object into the knowledge 

base of the executing agent. 
Domain service-description 
Range The execution of this function results in a change of the state, but it has no explicit result. Therefore 

there is no range set. 
Arity 1 

 

4.2.2 Deregistration of a Software Object  

Function deregister 
Ontology FIPA-ARB 
Supported by ARB 
Description An agent may deregister an object in order to remove all of its attributes from a directory.  
Domain service-name 
Range The execution of this function results in a change of the state, but it has no explicit result. Therefore 

there is no range set. 
Arity 1 

 

4.2.3 Modification of a Software Object Registration 

Function modify 
Ontology FIPA-ARB 
Supported by ARB 
Description An agent may make a modification in order to change its object registration with another agent. 

The argument of a modify function will replace the existing object description stored within the 
executing agent. 

Domain service-description 
Range The execution of this function results in a change of the state, but it has no explicit result. 

Therefore there is no range set. 
Arity 1 

 

4.2.4 Search for an Software Object Registration 

Function search 
Ontology FIPA-ARB 
Supported by ARB 
Description An agent may search for an object template in order to request information from an agent, in 

particular from an ARB. A successful search can return one or more service descriptions that 
satisfy the search criteria and a null set is returned where no agent entries satisfy the search 
criteria. 

Domain  service-description 
Range Set of service-descriptions 
Arity 1 
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4.3 Predicates 

4.3.1 Registered 

When an ARB agent performs a register action, it asserts the predicate: 
 
(registered service-description) 
 
This predicate can be subsequently queried through the used of the query-if and query-ref communicative acts. 
 

4.3.2 Member 

This predicate can be used to bind sets of expressions to iota-supplied variables: 
 
(member element set) 
 

4.4 Exceptions 
The exceptions for the FIPA-ARB ontology follow the same form and rules as specified in [FIPA00023]. 

4.4.1 Failure Exception Propositions 

Communicative Act 
Ontology 

failure 
FIPA-ARB 

Predicate symbol Arguments Description 
service-name-in-use String The specified service name is already in use; 

the string identifies the service name. 
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5 Wrapper Ontology 

5.1 Object Descriptions 
This section describes a set of frames, that represent the classes of objects in the domain of discourse within the 
framework of the FIPA-Wrapper ontology. 
 
The FIPA-Wrapper ontology shares the service-description and communication-properties objects 
defined in section 4, Agent Resource Broker Ontology. 
 

5.2 Function Descriptions 
The following tables define usage and semantics of the functions that are part of the FIPA-Wrapper ontology and that 
are supported by the Wrapper service. 
 

5.2.1 Initialise a Software System 

Function init 
Ontology FIPA-Wrapper 
Supported by Wrapper agent 
Description An agent may initialise the underlying software system before use. The first argument allows an 

agent to differentiate between software services and the second argument can contain parameters 
to the software for initialisation. A successful initialisation returns the service instance identifier of 
the software system. 

Domain  service-description, Set of property 
Range service-instance-id 
Arity 2 

 

5.2.2 Terminate a Connection to a Software System 

Function close 
Ontology FIPA-Wrapper 
Supported by Wrapper agent 
Description An agent may close the connection to a software system when it has finished with it. The first 

argument is the specific identifier of the software system and the second argument can contain 
parameters to the software for the closure of the connection. 

Domain  service-instance-id, Set of property 
Range The execution of this function results in a change of the state, but it has no explicit result. 

Therefore there is no range set. 
Arity 2 

 

5.2.3 Store the State of a Software System 

Function store 
Ontology FIPA-Wrapper 
Supported by Wrapper agent 
Description An agent may store the state of a software system. A successful store results in the state 

identifier associated with the software system being returned. 
Domain  service-instance-id 
Range state-id 
Arity 1 



© 2000 Foundation for Intelligent Physical Agents FIPA Agent Software Integration 
 

 14

 

5.2.4 Retrieval of the State of a Software System 

Function restore 
Ontology FIPA-Wrapper 
Supported by Wrapper agent 
Description An agent may restore the state of a software system. 
Domain  service-instance-id 
Range The execution of this function results in a change of the state, but it has no explicit result. 

Therefore there is no range set. 
Arity 1 

 

5.2.5 Subscribe to a Software System Event 

Function software-subscribe 
Ontology FIPA-Wrapper 
Supported by Wrapper agent 
Description An agent may subscribe to an event of a software system. 
Domain  service-instance-id, event-name 
Range The execution of this function results in a change of the state, but it has no explicit result. 

Therefore there is no range set. 
Arity 2 

 

5.2.6 Unsubscribe from a Software System Event 

Function software-subscribe 
Ontology FIPA-Wrapper 
Supported by Wrapper agent 
Description An agent may unsubscribe from an event of a software system. 
Domain  service-instance-id, event-name 
Range The execution of this function results in a change of the state, but it has no explicit result. 

Therefore there is no range set. 
Arity 2 

 

5.2.7 Suspend a Software System 

Function suspend 
Ontology FIPA-Wrapper 
Supported by Wrapper agent 
Description An agent may suspend the operation of a software system. 
Domain  service-instance-id 
Range The execution of this function results in a change of the state, but it has no explicit result. 

Therefore there is no range set. 
Arity 1 
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5.2.8 Resume a Software System 

Function resume 
Ontology FIPA-Wrapper 
Supported by Wrapper agent 
Description An agent may resume the operation of a software system. 
Domain  service-instance-id 
Range The execution of this function results in a change of the state, but it has no explicit result. 

Therefore there is no range set. 
Arity 1 

 

5.2.9 Invoke an Action on a Software System 

Function invoke 
Ontology FIPA-Wrapper 
Supported by Wrapper agent 
Description An agent may invoke an action on a software system. 
Domain  service-instance-id, functional-expression 
Range The execution of this function results in a change of the state, but it has no explicit result. 

Therefore there is no range set. 
Arity 2 

 

5.2.10 Achieve a Predicate 

Function achieve 
Ontology FIPA-Wrapper 
Supported by Wrapper agent 
Description An agent may assert as true a predicate. 
Domain  predicate 
Range The execution of this function results in domain-dependent result 
Arity 1 

 

5.3 Predicates 

5.3.1 Member 

The definition of this predicate is the same as that given in section 4.3.2, Member. 
 

5.3.2 Parameter 

When a Wrapper agent initialises the connection to a software service, a parameter predicate for each of the set of 
available parameters of the software system is asserted: 
 
(parameter service-instance-id parameter-name value) 
 

5.3.3 Subscribed 

When the connection to a software system is initialised, for each event type supported by the software system, all event 
subscriptions are cancelled: 
 
(not (subscribed service-instance-id event-name)) 
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When an event type is subscribed to4, a subscribed predicate is asserted: 
 
(subscribed service-instance-id event-name) 
 

5.3.4 Operation 

When a Wrapper agent initialises a service, an operation predicate is asserted for each operation supported by the 
software system5: 
 
(operation service-instance-id operation-name (set argument-type))) 
 

5.4 Exceptions 
The exceptions for the FIPA-Wrapper ontology follow the same form and rules as specified in [FIPA00023]. 

5.4.1 Failure Exception Propositions 

Communicative Act 
Ontology 

failure 
FIPA-Wrapper 

Predicate symbol Arguments Description 
service-in-use String The specified service is already in use; the 

string identifies the service. 
service-suspended String The specified service has been suspended; the 

string identifies the service. 
service-already-suspended String The specified service is already suspended; the 

string identifies the service. 
service-unreachable String The specified service is not reachable; the 

string identifies the service. 
maximum-number-of-
instances-exceeded 

 The number of service instances has been 
exceeded. 

not-storable String The specified state identifier is not storable; the 
string identifies the state. 

not-retrievable String The specified state identifier is not retrievable; 
the string identifies the state. 

not-suspendable String The specified service cannot be suspended; the 
string identifies the service. 

not-resumable String The specified service cannot be resumed; the 
string identifies the service. 

exceeded String A resource has been exceeded; the string 
identifies the resource. 

 

                                                 
4 Not all software systems will support event services. 
5 A Wrapper agent can retract these operations if the operation subsequently becomes unavailable. 
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